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Abstract: Public Key Encryption (PKE) scheme based on isogeny star has been proposed to be against the attack of the quantum computer for several years. But, there is no report about provable security PKE scheme based on isogeny star. In this paper, we propose a PKE scheme based on isogeny star and prove the security of the scheme in the random oracle.
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1. Introduction

Since its invention by Diffie and Hellman [3], Public Key Encryption (PKE) scheme has become one of the essential techniques in providing security services in modern communications. In public-key cryptosystems, a pair of public/private keys is computed by each user. Since, the Public Key (PK) is a string of random bits, a digital certificate of the PK is required to provide PK authentication. Anyone who wants to send messages to others just needs to obtain their authorized certificates that contain the PK and encrypt the message using the PK.

Security of the traditional PKE scheme is based on two general mathematical problems: Determination of order and structure of a finite Abelian group and discrete logarithm computation in a cyclic group with computable order. Both of the two problems could be solved in polynomial time using Shor’s algorithm on a quantum computer [1]. Most of the current public-key cryptosystems will become insecure when the size of a quantum register is sufficient. Thus, it is necessary to develop PKE scheme, which could withstand attacks of the quantum computer. Several years ago, researchers demonstrated that it is hard for the quantum computer to solve the computing an isogeny (an algebraic homomorphism) between the elliptic curves problem. Since then, the isogeny between elliptic curves has been widely used to construct PKE scheme and random number generator [8, 9].

In this paper, we will propose the first provably secure PKE scheme based on isogenies between elliptic curves. The remainder of our paper is organized as follows: Section 2 reviews theoretical background of isogenies between elliptic curves over $F_p$ and security model of the PKE. Section 3 gives the proposed PKE scheme based on isogenies between elliptic curves and gives the security proof of the proposed protocol. Section 4 makes concluding remarks.

2. Preliminaries

In this paper we use an elliptic curve $E$ defined over a finite field $F_p$, the parameters are described as follows:

- $F_p$: The finite field.
- $E_{\text{init}}$: An initial elliptic curve, its equation is $y^2 = x^3 + a_{\text{init}}x + b_{\text{init}}, a_{\text{init}}, b_{\text{init}} \in F_p$.
- $S_E$: The set of all elliptic curve, which are isogenous with $E_{\text{init}}$.
- $E$: The isogeny star consists of all elements of $S_E$.
- $d$: Number of isogeny degrees being used.
- $L = \{l_i\}, 1 \leq l_i \leq d$: a set of Elkies isogeny degrees being used.
- $F = \{\pi_l\}, 1 \leq l \leq d$: a set of Frobenius eigenvalues, which specify the positive direction for every $l_i \in L$.
- $k$: A limit for number of steps by one isogeny degree in a root. For any route $\{r_i\}$, numbers of steps are selected in $-k \leq r_i \leq k$.
- $G$: The set of all routes, defined over $S$, satisfy the above conditions.
- $H_1, H_2$: Two independent random oracles [7].

Let $E$ be an elliptic curve, defined on the finite fields $F_p$, and its equation is:

$$y^2 = x^3 + ax + b, \quad a, b \in F_p$$

(1)

Then, the map:

$$\pi: (x, y) \rightarrow (x^p, y^p)$$

(2)

Specifies the Frobenius endomorphism of the curve $E$. A Frobenius map satisfies its characteristic equation:
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\[ \pi^2 - \pi + p = 0 \]  
(3)

Where \( T = p - a - \# E(F_p) \) is the Frobenius trace. Through the Hasse’s theorem, we know that:

\[ |T| < 2 \sqrt{p} \]  
(4)

So, the discriminant \( D_x \) of the Frobenius Equation 3 satisfies:

\[ D_x = T^2 - 4p < 0 \]  
(5)

- **Theorem 1** [12]: Elliptic curves are isogenous over \( F_p \) if and only if they have equal number of points.
- **Theorem 2** [12]: Let an elliptic curve \( E(F_p) \) and the Frobenius discriminant \( D_x \) and \( \left( \frac{p}{l} \right) \) be a Kronecker symbol for some \( l \)-degree isogeny. If \( \left( \frac{p}{l} \right) = -1 \), then there are no \( l \)-degree isogenies; if \( \left( \frac{p}{l} \right) = 1 \), then two \( l \)-degree isogenies exist; if \( \left( \frac{p}{l} \right) = 0 \), then there are no \( l \)-degree isogenies exist and \( l \) is called Elkies prime number.

Let \( U = \{ E \} \) be a set of elliptic curves with equal number of points, so that each element of \( U \) is uniquely determined by a \( j \)-invariant of an elliptic curve. According to the Theorem 1 and the Equation 4, we can consider \( U \) as a category, and the set of isogenies between elements of \( U \) as a set of morphisms of this category. We can compute \( U = h_{D_x} \), where \( h_{D_x} \) is the degree of Hilbert polynomial [12].

Let \( l \) be Elkies prime number, we can get that there are two isogenous elliptic curves for any elliptic curves of \( U \), from Theorem 2. It is practically determined that, when \( \# U \) is prime, all the elements of \( U \) form a single isogeny cycle.

Let \( l_j \neq l \) be one more prime isogeny degree with the property that \( \left( \frac{p}{l} \right) = -1 \). In this case, \( l_j \)-degree isogenies form a cycle over \( U \) as well. Then, we can put the \( l \)- and \( l_j \)-degree isogeny cycles over each other. Same can be done for other isogeny degrees of such kind.

- **Definition 1**: A graph, consisted of prime number of elliptic curves, connected by isogenies of degrees satisfying \( \left( \frac{p}{l} \right) = -1 \), is an isogeny star.

If an isogeny star is wide enough, we can use it for crypto algorithm constructing. For that purpose, it is necessary to specify a direction on a cycle and route of isogeny stat. The method for direction determination on an isogeny cycle is mentioned in [12], we don’t give the detail here. It uses impact of Frobenius endomorphism on an isogeny kernel. The definition of isogeny stat is following.

Let \( S \) be an isogeny star, \( L = \{ l_i \} \) - a set of Elkies isogeny degrees being used and \( F = \{ \pi_i \} \) - a set of Frobenius eigenvalues, which specify positive direction for every \( l_i \in L \).

- **Definition 2**: A set \( R = \{ r_i \} \), where \( r_i \) is number of steps by the \( l_i \)-isogeny in the direction \( \pi_i \), is a route on the isogeny star.

We can define composition [3] of routes \( A = \{ a_i \} \) and \( B = \{ b_i \} \) as \( AB = \{ a_i + b_i \} \). Routes are commutative: \( AB = BA \).

The computation of isogeny between elliptic curve can be done using the method in [2, 4, 6, 11], we don’t give the detail here.

The following several techniques can be used for isogeny search [3]:

1. **Brute-force**: Complexity of these attacks is estimated at \( O(n) \) isogeny computations.
2. **Meet-in-the-middle**: Complexity of the attack is estimated at \( O(\sqrt{n}) \) isogeny computations.
3. **Method described in [6]**: Complexity of the attack is estimated at \( O(\sqrt[4]{p}) \) isogeny computations.

The reason of the problem of searching for an isogeny between elliptic curves can against the attack of quantum computer is following. In order to, compute the isogenies between elliptic, we must solve the equation:

\[
\phi_l(X, j) = 0
\]  
(6)

And the process of computing the isogeny cycle is following: \( El \rightarrow q_1(X, j_{El}) = 0 \rightarrow E2 \rightarrow q_2(X, j_{E2}) = 0 \rightarrow j_{E3} \).

To compute a chain of \( q \) isogenies, one should consecutively solve these \( q \) equations, because of the equation parameter \( j \)-invariant changes with every step. So, one can't parallelize and the problem is against the attack of quantum computer.

Then, we conclude that the complexity of searching for an isogeny between elliptic curves is \( O(\sqrt{n}) = O(\sqrt[p]{p}) \), and the problem can be against the attack of quantum computer. Then, the Computational Diffie-Hellman Problem (CDHP) over the isogeny star can be described as follows. CDHP For \( R_l(E_{mod}) \) and \( R_j(E_{mod}) \) the initial elliptic curve, it is difficult to compute \( R_l(R_j(E_{mod})) \). A PKE scheme consists of four algorithms: Setup, KeyGen, Encrypt and Decrypt.

- **Setup**: Taking security parameter \( k \) as input and returns the system parameters \( params \).
- **KeyGen**: Taking the system parameters \( params \) as input and return public/private key pairs.
- **Encrypt**: It takes as input a message \( M \), \( params \), and the PK of the receiver, the sender runs this algorithm to produce a ciphertext \( C \).
• **Decrypt**: Taking as input a ciphertext $C$, params and the private key, the user runs this algorithm to output a message $M$ or a failure symbol $\bot$.

• **Semantically Security**: First of all, we review two security definitions [5, 12] semantic security against Chosen Plaintext Attack (IND-ID-CPA) and semantic security against Chosen Ciphertext Attack (IND-ID-CCA).

### 2.1. Semantic Security Against CPA

The following game is played between a challenger and an adversary.

• **Setup**: The challenger runs the Setup algorithm and generates the public parameters $\text{params}$ with a security parameter $k$ then it sends $\text{params}$ to the adversary.

• **Phase 1**: The adversary can make queries $q_1, q_2, ..., q_l$ and each query $q_i$ may adaptively depend on the answers to the previous queries $q_1, q_2, ..., q_{i-1}$. In this phase, there exist two types of queries: Key generate queries and ciphertext queries. The challenge runs the algorithm $\text{KeyGen}$ and replies with the corresponding private/ PK pair $(\text{SK}_i, \text{PK}_i)$.

• **Challenge**: The adversary query the challenger another never used PK and two different messages $M_0$ and $M_1$. The challenger uniformly selects $\sigma \in \{ 0, 1 \}$ at random and encrypts $M_\sigma$ by computing $C = \text{Encrypt}(M_\sigma, \text{PK})$. Then, he returns the ciphertext as the challenge to the adversary.

• **Phase 2**: Repeating the Phase 1 with the only one restriction that the adversary cannot request a private key for the public PK.

• **Guess**: Finally, the adversary submits a guess $\sigma' \in \{ 0, 1 \}$. If $\sigma' = \sigma$, the adversary wins the game; otherwise, he loses the game.

The advantage of the adversary against the PKE in the IND-CCA game is defined as follows and the probability is over the coin flips of the challenger:

\[
\text{Adv}^{\text{CCA}}_{\text{PKE}} = \left| Pr[\sigma' - \sigma] - 1/2 \right|
\]

• **Definition 3**: (IND-CPA secure). An PKE scheme is secure against an adaptive chosen plaintext attack if $\text{Adv}^{\text{CPA}}_{\text{PKE}}$ is negligible for all Probabilistic Polynomial Time (PPT) adversaries.

### 2.2. Semantic Security Against CCA

Now, we discuss the IND-ID-CCA game played between a challenger and an adversary.

• **Setup**: The challenger runs the Setup algorithm and generates the public parameters $\text{params}$ with a security parameter $k$, then it sends $\text{params}$ to the adversary.

• **Phase 1**: The adversary can make queries $q_1, q_2, ..., q_l$. In this phase, there exist two types of queries: Key generate queries and ciphertext queries. The challenge runs the algorithm $\text{KeyGen}$ and replies with the corresponding private/ PK pair $(\text{SK}_i, \text{PK}_i)$. And the challenge runs the algorithm $\text{Decrypt}$ to decrypt the ciphertext $C_i$ and replies with the corresponding plaintext when he receives a ciphertext query $(\text{PK}_i, C_i)$.

• **Challenge**: The adversary query the challenger another never used PK and two different messages $M_0$ and $M_1$. The challenger uniformly selects $\sigma \in \{ 0, 1 \}$ at random and encrypts $M_\sigma$ by computing $C = \text{Encrypt}(M_\sigma, \text{PK})$. Then, he returns the ciphertext as the challenge to the adversary.

• **Phase 2**: Repeating the Phase 1 with the only one restriction that the adversary cannot request a private key for the public PK.

• **Guess**: Finally, the adversary submits a guess $\sigma' \in \{ 0, 1 \}$. If $\sigma' = \sigma$, the adversary wins the game; otherwise, he loses the game.

The advantage of the adversary against the PKE in the IND-CCA game is defined as follows and the probability is over the coin flips of the challenger:

\[
\text{Adv}^{\text{CCA}}_{\text{PKE}} = \left| Pr[\sigma' - \sigma] - 1/2 \right|
\]

• **Definition 4**: (IND-CCA secure). An PKE scheme is secure against an adaptive chosen ciphertext attack if $\text{Adv}^{\text{CCA}}_{\text{PKE}}$ is negligible for all PPT adversaries.

### 3. Our PKE Protocol and Security Analysis

In this section, in this section, we will proposed an IND-CPA secure PKE scheme $\pi$ based on isogeny star, then we can get an IND-CCA secure PKE scheme $\pi'$ with the method proposed by Fujisaki et al. [5]. The detail of scheme $\pi$ is described as follows:

• **Setup**: Taking a security parameter $k$, generate the system parameters $\text{params}=\{F_p, \text{E}_{\text{pub}}, d, L, F, H_d\}$.

• **KeyGen**: The user selects a random route $R_{\text{priv}}$, compute the elliptic curve $E_{\text{pub}}=R_{\text{priv}}(E_{\text{out}})$ and set $R_{\text{priv}}$ and $E_{\text{pub}}$ as the private key and PK separately.

• **Encrypt**: For given plaintext $M$, the user choose a random route $R$ and compute the ciphertext:

\[
C = \left( R(E_{\text{init}}), M @ H_1(R(E_{\text{pub}})) \right)
\]

• **Decrypt**: Let $C=(C_1, C_2)$ be a valid ciphertext encrypted using the PK $E_{\text{pub}}$. The user can decrypt ciphertext using the private key $R_{\text{priv}}$: $C_2 @ H_1(R_{\text{priv}}(C_1)) = M \cdot$
It is easy to say that the random routes could be generated by the random number generators [5, 13]. Since:

\[ R_{\text{prv}}(C_i) = R_{\text{prv}}(R(E_{\text{init}})) = R_{\text{prv}}(R(E_{\text{init}})) = R(E_{\text{pub}}) \]

Then, the correctness of our scheme is provided.

- **Theorem 3:** Suppose the hash function \( H \) is a random oracle. The scheme \( \pi \) is an IND-CPA secure encryption scheme assuming CDHP is hard. Concretely, suppose there is an IND-CPA adversary \( A \) that has advantage \( \varepsilon \) against \( \pi \) scheme and \( A \) makes at most \( q_{H_1} \) queries to \( H_1 \). Then, there is a simulator \( B \) which solves CDHP with advantage at least \( \frac{2 \varepsilon}{q_{H_1} q_{\alpha}} \), where \( q_{\alpha} \) is the user in the system.

- **Proof:** We will use Zhang et al. [13] method to prove the correctness of the theorem. Let \( E_{\text{init}} \) be the initial elliptic curve and \( R_i \), \( R_2 \) be random route in \( G \). Let \( (E_{\text{init}}, R_i(E_{\text{init}}), R_2(E_{\text{init}})) \) be a CDHP and \( E_3 = R_1 R_2(E_{\text{init}}) \) be the solution to this CDHP. Simulator \( B \) finds \( E_3 \) by interacting with \( A \) as follows:

  - **Setup:** Simulator \( A \) produces the parameter \( A \).
    
    **params** = \( \{F_p, E_{\text{init}}, d, L, F, H_1\} \) randomly select a user \( i \in \{1, 2, \ldots, q_{\alpha}\} \) and set \( E_i \) as its PK. So, the corresponding private key is \( R_i \). Here, \( H_1 \) is a random oracle controlled by \( B \) as described below:

    1. **H_1-queries:** For each query issued by the adversary \( A \) to the random oracle \( H_1 \), simulator \( B \) maintains a list \( B \)-list. Each entry in the list is a tuple of the form \( (E_i, h_i) \). Initially the \( B \) list is empty. Simulator \( B \) replies each query \( E_i \) as follows:

      a. If the query \( E_i \) already appears on the \( H_1 \)-list in a tuples \( (E_j, h_j) \), then simulator \( B \) responds with the recorded hash value \( h_j \).
      b. If the query is a new query to the \( H_1 \) oracle, \( B \) responds a random string \( h_i \) and records the tuple \( E_i, h_i \) in list -list.

    - **Challenge:** Adversary submits two plaintexts \( M_0, M_1 \) to simulator \( B \). \( B \) selects a random string \( C_2 \) and sets ciphertext \( C^0 = (E_2, C_2) \). Simulator \( B \) sends \( C \) as the challenge to adversary \( A \). Observe that, the decryption of \( C \) is:

      \[ C_2 \oplus H_1(R(E_2)) = C_2 \oplus H_1(R(R(E_{\text{pub}})) = C_2 \oplus H_1(E_3) \]

      **Guess:** Adversary \( A \) outputs its guess \( \sigma' \in \{0, 1\} \).

      Simulator \( B \) chooses a random tuple \( (E_i, h_i) \) from the \( H_1 \)-list and outputs \( E_i \) as the solution to the given instance of CDHP.

      Let \( e \) be the event that adversary \( A \) issues a query for \( H_1(E_2) \) during the simulation above. Then, we know that \( r \) and \( |P(E_1) = E_1 - 1/2| \geq 2 \varepsilon \). So, we have \( P[e] \geq 2 \varepsilon \).

      Therefore, simulator \( B \) outputs the correct answer \( E_3 \) with probability at least \( \frac{2 \varepsilon}{q_{H_1} q_{\alpha}} \).

Since, our scheme \( \pi \) is an IND-CPA secure encryption scheme, then we can use Fujisaki et al. [5] method to construct an IND-CCA secure encryption scheme \( \pi' \). The detail of the scheme \( \pi' \) is described as follows:

  - **Setup:** Taking a security parameter \( k \), generate the system parameters \( \text{params} = \{F_p, E_{\text{init}}, d, L, F, H_1, H_2\} \).
  
  - **KeyGen:** The user selects random routes \( R_\text{prv} \), compute the elliptic curve \( E_{\text{pub}} = R_{\text{prv}}(E_{\text{init}}) \) and set \( R_{\text{prv}} \) and \( E_{\text{pub}} \) as the private key and PK separately.
  
  - **Encrypt:** For given plaintext \( M \), the user choose a random route \( R \), a random number \( r \), computes \( \alpha = H_1(M \parallel r), M' = M \parallel r \parallel \alpha \) and the ciphertext \( C = (R(E_{\text{pub}}), M' \oplus H_1(R(E_{\text{pub}})) \).
  
  - **Decrypt:** Let \( C = (C_1, C_2) \) be a valid ciphertext encrypted using the PK \( E_{\text{pub}} \). The user with the private key \( R_{\text{prv}} \) computes \( C_2 \oplus H_1(R_{\text{prv}}(C_1)) = M' \oplus M \parallel r \parallel \alpha \) and checks whether \( \alpha = H_1(M \parallel r) \) holds. If it does, the user output the message \( M \). Otherwise, the user output \( \bot \) and stops.

  - **Theorem 4:** Suppose the hash function \( H_1 \) and \( H_2 \) are random oracles. The scheme \( \pi' \) is an IND-CCA secure encryption scheme assuming CDHP is hard.

  - **Proof:** Since, our scheme \( \pi \) is an IND-CPA secure encryption scheme, then we can conclude the scheme \( \pi' \) is an IND-CCA secure encryption scheme from the theorem 3 in [5].

### 4. Conclusions

We review the knowledge of isogeny star and presented a new key agreement protocol based on the isogeny star. The proposed protocol can be against the attack of the quantum computer and can be proved security in the random oracle.
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